
 

 

 

 

 

 

 

 

Updating Employee Permissions 

User Guide > Account Settings   



Before We Start 
IMPORTANT: We highly recommend that only the owner(s)/supervisor handles the employee 

permissions for your practice’s needs and general security. OrderDog will not help make 

changes to employee permissions. As such, supervisors will be responsible for helping with 

password resets and granting or removing access to the different OrderDog platforms and 

processes. This guide will help set the supervisor up for success when it comes to managing 

their employee permissions. 

The supervisor should already have full access to employee permissions. If there are multiple 

owners/supervisors, we suggest having individual accounts for both people to login with and 

use so a record is kept of which user has made what changes if you are not already doing so. 

Lastly, we will not be covering how to completely set up a new employee in this guide, only 

setting up permissions. 

Navigating the Permissions Section 
Let’s first navigate to the Employee Permissions page. 

1. Starting on the OrderDog portal, navigate under “Account Settings” and click 

“Employees”. 

 

NOTE: This is the “Employees” page. If you would like to follow along without making any 

changes, we suggest pressing the “New” button and skipping the initial employee set up 

process for now. 

 



2. After pressing “New”, scroll past the initial employee information until you see the 

section called “Permissions”. 

 

The permissions under this section will only affect the current employee you are editing. 

3. You will first have the option to select a “User Role”. Select any role that you would like 

to start with. You can also start from scratch by selecting “Custom”. No matter the role 

you select, you will be able to completely customize the permissions for the employee. 

 

User roles can help you get started by checking the boxes of a set of permissions based on 

the role you select. For instance, the Cashier role can only login to the Point of Sale. They 

will not be able to access the portal at all. If this default role sounds like a good fit for your 

cashiers, then you might start by selecting this role as a base. 

  



4. The general categories of permissions are as follows: 

a. Inventory Items 

b. Ordering 

c. Receiving 

d. Shelf Tags 

e. Sales 

f. Customers 

g. System 

5. Above each of these categories is the option to “Select All” or “Unselect All”. If you know 

you want the employee to have all permissions associated with this category, you can 

press “Select All” to check all of the boxes under this category. Likewise, press “Unselect 

All” to uncheck all of the boxes in the category if you don’t want the employee to have 

any of the permissions under that category. 

 

6. Also available above most of the categories is the “Expand” option. As you navigate this 

page, be sure to click the “Expand” option above a category to make sure you are seeing 

all of the permissions you have access to changing. You’ll also be able to scroll on these 

extended sections if you do not expand the boxes. 

 

  



7. Check the box(es) for permissions you would like to grant to the employee. Uncheck the 

box(es) for permissions you would like to restrict from the employee. 

 

8. When you have checked/unchecked all of the permissions you want for the employee 

you’re editing, be sure to scroll down to the very bottom of the page and press “Save 

Changes”.  

General Permission Guidelines 
1. Generally, these are the types of permissions you’ll see for many of the categories: 

a. View – If this box is checked, then the employee will be able to view the page 

associated with this permission. If the box is unchecked, then the employee will 

not be able to view or navigate to this page at all. 

b. All Access – If this box is checked, then the employee will have full access to the 

page associated with this permission, meaning they can fully utilize the page’s 

features. If the box is unchecked, then the employee will not be able to do 

anything on this page, even if they can view it as well. 

c. Reports – If this box is checked, then the employee will be able to view and 

utilize the section of reports associated with this permission. If the box is 

unchecked, then the employee will not be able to access this section of reports 

at all. 

d. Login – If this box is checked, then the employee will have the ability to log onto 

the device/platform associated with this permission. If the box is unchecked, 

then the employee will not be able to log onto the device/platform at all. 



2. If a permission does not have “View” or “All Access” next to it, then checking the box will 

mean that the employee will be able to both view the page and fully utilize the features 

associated with this permission. If the box is unchecked, then they will not be able to 

view the page and fully utilize the features associated with this permission. 

3. Here are a few specific permissions we would like to point out: 

a. Ordering > “Orders – Create (everything except SEND)” – a great permission to 

enable if you need many hands to help with creating orders, but don’t want the 

risk of an unreviewed order getting sent out. This will help you avoid duplicate 

orders, orders that aren’t quite accurate to what needs to be ordered, and other 

mistakes that an employee with full access might make. 

b. System > “Account Settings” – The permissions with the prefix “Account Settings” 

need to be carefully considered. Supervisors should have these permissions 

always checked. For managers, we suggest having the “View” options for the 

“Company Info” and “Employees/Users” permissions checked. For all other 

employees, we strongly advise unchecking these boxes to ensure that only one 

person has access to both viewing and updating the information on these pages. 

4. Employee permissions actively restrict use of certain pages/processes rather than just 

hiding them. If an employee attempts to do something that they should not be able to 

do based on their permissions, then they will get a “Permission Denied” notice, where 

they will be prompted to ask their supervisor for help. 

 

5. To help make sure employees don’t access pages or processes that they shouldn’t, 

“View” permissions that are unchecked will hide the menu options to navigate to these 

pages. 

Best Practices 
It is important to make sure that the supervisor is reviewing employee permissions often as 

employee staffing changes or roles change. 



We suggest that every individual person has their own login so a clean record is kept of what 

changes were made by who, as well as proper permissions are set for each individual person. 

If you are passing off your store to another owner/supervisor, make sure the new owner has an 

account that has been set up with full permissions BEFORE restricting access on the old 

owner/supervisor account. 

YOU’RE DONE! 

  



 

 

If you have any questions or concerns regarding this tutorial, 

or any other inquiries, please feel free to contact us at: 

 

Email: support@orderdog.com 

Call: 1-866-673-3736 

Our hours: 8 AM – 6 PM CST 

Monday – Friday 

After Hours Support Available 

 

Visit our website for more tutorials and resources: 

https://orderdog-inc.kayako.com/ 
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